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ABSTRACT 

 

The rise of digital currency and the public ledger Block Chain has led to the development of a new type of 

electronic contract known as "smart contracts." For these contracts to be considered valid, they must adhere to 

traditional contract rules and be concluded without any impediments. Once written, encrypted, and signed, smart 

contracts are recorded in the Block Chain Ledger, providing transparent and secure record-keeping. Smart contracts 

offer several benefits, including their ability to execute automatically without requiring human intervention, their 

provision of public visibility of contract provisions on the Block Chain, their avoidance of financial crimes like 

Money Laundering, and their prevention of contract abuses. However, disputes arising from smart contracts still 

require human intervention, presenting unique challenges in enforcing these contracts, such as evidentiary issues, 

enforceability of waivers of defenses, and jurisdictional and choice-of-law considerations. Due to the novel nature 

of smart contracts, there are currently no standardized regulations that apply to them. Countries that have approved 

them have turned to customary law to legitimize their use. The Delphi method was used to identify critical success 

factors for applying blockchain transactions in a manufacturing company. Stepwise Weight Assessment Ratio 

Analysis (SWARA) was then utilized to determine the most influential factors. The proposed methodology was 

implemented, and results show that the most influential factors for the successful application of blockchain 

transactions as smart contracts in a manufacturing company are: turnover, the counter argument, vision, components 

for building, and system outcome quality. Conversely, connections with government entities and subcontractors, 

and the guarantee of quality have the least influence on successful implementation. These findings can contribute to 

the development of a legal framework for smart contracts in a manufacturing company. 
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1. INTRODUCTION 

The banking and financial press have become 

increasingly familiar with the terms bitcoin, 

blockchain, and smart contracts (Cong & He, 2019; 

Idelberger et al., 2016). Bitcoin's underlying 

blockchain technology is utilized to address a 

number of perplexing issues (Watanabe et al., 2016; 

Hewa et al., 2021), including the need to lower 

transaction fees, increase processing speeds, broaden 

access to financial services, and give customers more 

agency. The original goals of blockchain 

development were to lower transaction costs, 

increase speed and efficiency in commercial 

transactions, and do away with the necessity for a 

third party to execute legal contracts (Wang et al., 

2019; Ante, 2021; Laube and Sasani, 2020; Abbasi et 

al., 2022). To ensure the creation and implementation 

of the single platform, the World Economic Forum 

believes that smart contracts using blockchain 

technology can be put into place. Because to the 

decreased need for human intervention, financial 

agreements can be put into action more quickly, 

which in turn speeds up business operations (Khan et 

al., 2021; Sillaber & Waltl, 2017; Ibrahim and 

Sasani, 2021). Others have opined that if smart 

contracts can be executed on the blockchain, they 

won't need to be enforced through the courts 

(Sillaber & Waltl, 2017; Gatteschi et al., 2018). By 

facilitating the use of smart contracts, many 

previously unachievable objectives and forecasts 

have become a reality. Some people don't take this 

problem seriously and claim that smart contracts, 

smart contracts, and contracts don't exist. If smart 

contracts gain traction as useful corporate tools, more 

legal and regulatory guidelines may be necessary to 

limit unintended consequences and unleash their full 

potential. They have proven their legitimacy (Alipour 

and Charandabi, 2023, Singh et al., 2020; Kosba et 

al., 2016).  

Despite the potential benefits offered by smart 

contracts, there are still several research gaps that 

need to be addressed. Firstly, there is a lack of 

standardized regulations that apply to smart contracts 

due to their novel nature, making it difficult for 

businesses and individuals to navigate the legal 

landscape. This has resulted in countries relying on 
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customary law to legitimize their use, creating 

inconsistencies in their application across different 

jurisdictions. Secondly, while smart contracts offer 

the potential for automated execution and increased 

transparency, disputes arising from these contracts 

still require human intervention to resolve, presenting 

unique challenges in enforcement. Finally, there is a 

need for further research into the technical challenges 

associated with implementing smart contracts in 

different industries, including manufacturing, to fully 

unlock their transformative potential. Addressing 

these research gaps will be crucial to realizing the 

full benefits of smart contracts and ensuring their 

successful integration into various industries, 

including manufacturing. 

 

The sections of this article are as follows: The second 

section of this report provides a comprehensive 

background on blockchain technology and smart 

contracts, explaining their underlying concepts and 

how they work. In the final section, we delve deeper 

into the specifics of implementing this cutting-edge 

innovation, discussing potential technical challenges 

that may arise and proposing solutions to overcome 

them. Moreover, the report examines legal and 

regulatory hurdles that must be addressed before 

smart contracts can achieve widespread recognition 

and adoption. We emphasize the need for legislative 

amendments to accelerate the realization of the 

technology's benefits while minimizing associated 

risks. The proposed amendments aim to provide 

clarity and certainty around the legal standing of 

smart contracts and ensure their compatibility with 

existing regulatory frameworks. By doing so, we 

hope to facilitate the broader adoption of smart 

contracts and unlock their full potential as a 

transformative tool for manufacturing companies and 

individuals alike. In Section 3, we introduce our 

proposed methodology, followed by its 

implementation in Section 4. Finally, in Section 5, 

we conclude our research by highlighting the key 

findings and suggesting relevant managerial 

implications for companies considering 

implementing smart contracts. 

 

2. LITERATURE REVIEW 

2.1. Blockchain and smart contracts 

What we call "smart contracts" are computer 

programs that contain pre-written instructions that 

can be followed without human intervention. 

Because to this flaw, a computer is unable to 

interpret the contract, which, in many instances, 

reduces the contract's intelligence (Kaulartz & 

Heckmann, 2016). Nik originally suggested the idea 

of smart contracts in the middle of the 19th century. 

There have been several forms of "smart contracts" 

for decades (O'Shields, 2017; Fauziah et al., 2020), 

such as the transaction processing systems used by 

banks to manage their daily payments and receipts. 

However, with the advent of Bitcoin and its 

underlying technology, Blockchain, this idea has 

been placed in new contexts with expanded powers. 

A platform can better leverage smart contracts thanks 

to the security and accuracy provided by blockchain 

technology (Liu & Liu, 2019; Lauslahti et al., 2017). 

When default contract terms are established, a smart 

contract will carry them out. When the terms of the 

agreement are met, the parties to the contract 

implement the operational and executive action plan 

outlined in the "smart contract" that they have signed 

using cryptographic security and have expanded in 

the distributed ledger, also known as the blockchain. 

For instance, after a service or product has been 

satisfactorily delivered, the corresponding payment 

can be processed by the smart contract via the 

decentralized platform (Corrales et al., 2019; Zhang 

et al., 2021). In the event that payment is not 

received, the smart contract will initiate the process 

of recovering the items or stopping the delivery of 

services. Financial instrument trading, syndicated 

loan transactions, and securities payments are only 

some of the many possible uses for this technology 

(Hewa et al., 2021; Nugent et al., 2016). The digital 

currency Bitcoin is encrypted and included in the 

blockchain technology. In 2008, a mysterious person 

using the alias Satoshi Nakamoto introduced the 

world to Bitcoin. Notwithstanding the decline in 

Bitcoin's popularity as a payment method, blockchain 

technology has recently received more attention, 

especially in the banking and finance sector (Alipour 

et al., 2021; Khorsandi and Bayat, 2022; Murray & 

Anisi, 2019; Griggs et al., 2018; Khorsandi and 

Khorsandi, 2022). All completed bitcoin transactions 

are recorded in the blockchain, which functions as a 

public ledger. Using cryptographic techniques and a 

substantial amount of computing power, a network of 

computers verifies each transaction or block before 

adding it to chains of all previous transactions. The 

distributed ledger, or blockchain, is completely 

public and accessible to anyone. The addresses 

displayed are not always those of the people who use 

such addresses, and the system is intended to protect 

users' anonymity (Destefanis, et al., 2018; Peters & 

Panayi, 2016; De Giovanni, 2020; Mehregan et al., 

2023). This header should be considered static and 

unmodifiable. Many financial organizations and 

banks around the world are interested in this 

technology because of its security, longevity, and 

immutability. Blockchain's safety features include 

encryption and the usage of both public and private 

keys. Each user in a transaction is assigned a unique 

public address and a secret, mathematically-derived 

security access key (Papadodimas et al., 2018; Nayak 

et al., 2018). If these conditions are met, the 

transaction is announced to the rest of the 

blockchain's users for verification and recording. 

While "proof of work" is the mechanism Bitcoin uses 

for security, there are alternative ways to verify that 

transactions are legitimate and cannot be duplicated. 

One of the planned innovations for blockchain is the 

ability to track transactions without a third party (Pan 

et al., 2018). Possibility of transferring ownership of 
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an asset directly from one owner to another, 

eliminating the requirement for a third party to act as 

a trusted intermediary. The goal of integrating smart 

contracts with blockchain technology is to facilitate 

the smooth completion of financial transactions on 

this network (Almasoud et al., 2020; Uriarte et al., 

2018). Smart contracts are unique in certain ways, 

but they are not revolutionary in others. Agreements 

between parties with legal contracting power should 

be clear and unambiguous. Moreover, banking 

organizations have employed computerized 

automated systems for decades (Oliva et al., 2020; 

Larijani and Dehghani, 2023) to process transactions 

without the need for human participation. 

 

2.2. Possibilities and constraints in the 

technical and business sectors 

Blockchain, or distributed ledger technology, and 

smart contracts are complementary technologies (in 

the legal system). Smart contracts can improve 

global payments, syndicate lending, collateral 

management, proxy voting, securities issuance, and 

regulatory and compliance activities, according to the 

World Economic Forum (Kemmoe et al., 2020; 

Rozario & Thomas, 2019). 

 

For instance, smart contracts might be used to create 

a lending syndicate and have that syndicate's 

financial and service needs met automatically. The 

central banks are attempting to launch blockchain-

based digital currencies. Collateral submitted for a 

transaction can be tracked and evaluated and settled 

more quickly and easily with the help of smart 

contracts (Shojaei et al., 2020; Cohn et al., 2016). 

 

ISDA master contracts, credit support attachments, 

and endorsements are all examples of derivative 

papers that the British bank Barclays has attempted 

to transform into automated smart contracts (Bodó et 

al., 2018; Abdellatif & Brousmiche, 2018; Cuocci et 

al., 2023). In the Barclays model, the core contracts 

are stored on a centralized distributed platform, and 

other copies of the contracts are made available for 

download and usage by interested parties. To 

promote creativity and teamwork in the financial 

sector's blockchain development, Barclays is making 

available the underlying technology it has been using 

in its initiatives as open source. A smart contract 

prototype for stock exchanges, including after-sale 

services, was recently tested successfully by many 

large banks, including JP Morgan and Credit Suisse. 

It's been very similar to making a wire transfer or 

processing a business. BNP Paribas, a French bank, 

also studies legal contracts that are automatically 

triggered (Balcerzak et al., 2022; Howell & 

Potgieter, 2021; Dehghani and Larijani, 2023; Sasani 

et al., 2023; Sadeghi et al., 2022). 

 

There is also talk of using smart contracts for 

everyday financial dealings. While conducting 

business with a company online, it is in the best 

interest of customers to have more leverage in 

negotiations of commercial terms. It's possible that in 

this scenario, both buyers and sellers could employ 

automated purchasing agents to facilitate online 

transactions. This could pave the way for a future in 

cyberspace where intelligent contracts bargain with 

one another (Khan et al., 2020). Automatic 

automobile payments and easy access to rented 

properties are two other examples of consumer uses 

for smart contracts (Lin et al., 2022). Smart contracts 

are expected to improve the efficiency and accuracy 

of corporate transactions, the effectiveness of 

operations, and the speed and low cost of contract 

execution. More than a billion dollars will be spent 

on blockchain projects in 2017 by financial 

institutions. This makes blockchain one of the fastest 

growing enterprise software sectors. Despite $1.4 

billion being invested over the past three years (Lin 

et al., 2022; Małkowska et al., 2021), this is the case. 

There is widespread anticipation that blockchain 

technology will debut in 2017. But, experts have 

warned that many of the use cases for blockchain and 

smart contracts are overly complicated and could end 

up costing a lot of money. At first, blockchain 

applications are likely to be implemented within the 

United States and will focus on the movement of data 

(information) rather than monetary payments (and 

then the technology will go global for large-scale 

electronic transactions for financial payments). Be 

successful in passing through). The full potential of 

blockchain technology is not likely to be realized in 

its current form of use until the financial services 

industry as a whole adopts common platforms or at 

least compatible operating systems (Mulligan, 2021). 

Both the cost-benefit analysis and the potential scope 

of this technology's adoption in the future remain 

unclear at this time. Due to the complexity of 

integrating the technology into the security and trust 

needs of financial institutions under stringent 

oversight (Fotiou et al., 2018), some observers have 

argued that opponents of "Blockchain technology" 

may have reached a new high. Smart contracts have 

many potential advantages, but they also carry some 

serious risks. Cybersecurity is a major concern with 

respect to smart contracts (Molina-Jimenez et al., 

2018; Allam, 2018). 

 

Can these predetermined agreements be hacked and 

redirected to pursue erroneous aims? What's more, 

can they genuinely replace conventional paper 

contracts without a way to modify and enforce them? 

In this setting, though, the latter is unfortunately 

ineffective (well as a substitute). An internal hacker 

in July 2016 exploited coding flaws in a so-called 

decentralized autonomous (non-profit) organization 

(DAO) to siphon off $50 million (Sharma et al., 

2020; Lone & Naaz, 2021). Using the Ethereum 

platform for the development and expansion of smart 

contracts, the DAO was an investment fund created 

to run automatically, without administration or a 

board of directors. It's obvious that the hacker was an 
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insider rather than a random passer-by. Once the 

security flaw was discovered and patched, the stolen 

monies were returned. But, some DAO users became 

upset following the next code modification because 

they felt it watered down the integrity of blockchain 

and smart contracts. Even the most sophisticated 

contracts, as one observer pointed out, are not 

immune to the possibility of human error (Hasan & 

Salah, 2019; Palma et al., 2019). 

 

2.3. Problems with the Law, Number Three 

In Contract Rights  

The validity of smart contracts as legal agreements is 

an initial concern. It is possible to legally rely on a 

statement, promise, or contract. There are a number 

of requirements that the law imposes on a contract 

before it may be considered enforceable (Hu et al., 

2018). Two parties, the parties' legal power to enter 

into the contract, mutual consent, and guarantors are 

required. Conditions essential to the performance of 

the contract include the absence of mistakes, 

manipulation, unwillingness, compulsion, and 

inconsistencies with universal norms. The usual rule 

is that a contract can be either verbal or written 

(Triana Casallas et al., 2020; Uriarte et al., 2021). 

Contracts of significance must be put in writing, and 

in practice, the vast majority of business contracts are 

put in writing, either in the form of a traditional 

written document or electronically, through the use 

of electronic terminology (Xuan et al., 2020; Daniel 

& Guida, 2019). A smart contract must adhere to the 

same standards as any other legally binding 

agreement in order to be enforced. The smart 

contract parties' agreement on certain terms may be 

one area to examine. Stakeholders can only be 

satisfied as a whole if their needs are communicated 

and met through performance reporting. Contracts 

can be concluded verbally or in writing, depending 

on the nature of the agreement between the parties, 

but as has been discussed, some agreements simply 

must be in physical form. Traditionally, the ideas of 

demand and acceptance of the parties in the contract 

are depending on the mutual satisfaction of the 

parties (Leka et al., 2019; Goldenfein & Leiter, 2018; 

Lamb, 2018). 

 

Recent cases have explored the idea of contract 

creation in the digital age, but these studies have 

always relied on tried-and-true legal principles like 

the parties' informed consent. There are two common 

types of online contracts, "clicking" and "browsing," 

(Molina-Jimenez et al., 2019) each with its own set 

of characteristics. Unlike a browser-based agreement, 

which requires the user to affirmatively interact with 

a checkbox before agreeing to its terms, a contract 

that is clicked accepts its terms automatically. In 

most cases, showing "actual knowledge" of the 

contract's provisions is required to win in court. The 

user must be placed in a difficult position to become 

aware of the contract's conditions without having 

actual awareness of them. This normally necessitates 

the disclosure of the conditions and the drawing of 

the user's careful attention to the fact that their 

ongoing use of the website constitutes their 

obligation to the stated conditions. The United States 

Court of Appeals for the Ninth Circuit recently ruled 

(Khan et al., 2021; Hasan & Salah, 2018) that an 

outward show of agreement is insufficient to 

establish a binding contract. 

 

Conclusions drawn from these examples show that in 

order for a smart contract to be legally binding, it 

must both explicitly communicate the conditions to 

the parties to the contract and have a clear 

background of mutual approval of the terms by the 

contract parties, such as the "agree" button being 

clicked. Agreements that meet these requirements 

have a better chance of being upheld in court. The 

court ruled in a recent instance that consent can be 

reached provided the following conditions are met 

(Novikov et al., 2018; Hamilton, 2020): 

 

There must be: (1) a prominent notice outlining the 

conditions of use for online transactions; (2) a 

prominent notice that, in addition to the transaction, 

binds the contracting party to the terms contained in 

the contract; and (3) the existence of the user's 

explicit agreement with the contractual conditions 

when creating an account. In commercial law, even 

legally binding contracts can be invalidated on the 

basis of public policy considerations like uncertainty. 

The immutability of the blockchain could be at odds 

with the practice of reviewing and not enforcing a 

smart contract after its conclusion (Kim & 

Laskowski, 2017; Choudhury et al., 2018). Smart 

contracts' immutability makes the resulting 

transaction record legally binding. Public policy 

considerations are not the only reason a smart 

contract transaction might be evaluated by a court or 

the parties to the agreement after it has taken place. 

It's hard to imagine that major banks, regulators, or 

government officials would use technology that they 

can't tweak as needed. According to one expert, 

"smart contracts maintain the best elements of 

regular contracts, including the flexibility to 

negotiate if necessary in the future (Choudhury et al., 

2018)." 

 

Electronic signatures and contracts completed 

entirely based on electronic form are generally 

enforceable under federal law on electronic 

signatures in worldwide and national trade. In 

addition to requiring that electronic contracts be 

preserved in a readable, saveable, and retrievable 

manner, the aforementioned law also specifies that 

certain additional conditions must be met in 

electronic contracts, such as consumer notices in 

certain instances. Last but not least, the expansion 

and development of alternative electronic signature 

and registration regulations, such as the Electronic 

Transactions Standardization Law (Wright & 

Serguieva, 2017; Hoorfar et al., 2023; Moshtaghi 
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Largani & Lee, 2023), have been made possible by 

the electronic signature legislation. 

 

When it comes to preparing state e-commerce laws 

and providing consistent rules for e-commerce 

transactions, Utah was the first to take a complete 

approach. Electronic signatures and documents not 

covered by the Uniform Commerce Act's Articles 2 

and 2 are designed to be governed by Utah law (a). 

Not only that, but Utah law only applies if both 

parties agree to do business online. The Utah law 

was approved, according to the approach of the 

courts in using existing legal principles to conduct 

electronic transactions, not to create a completely 

new system of legal principles for electronic markets, 

but rather to guarantee that the terms of electronic 

contracts are as enforceable as those of non-digital 

ones. To be Utah was developed to supply guidelines 

for extending traditional legal principles to online 

dealings (Schrepel, 2019; Hunhevicz et al., 2022). 

 

To comply with the Utah Act's regulations for 

electronic signatures, every document attributing an 

activity to a person must incorporate security 

processes to validate the legitimacy of the signature 

or the consent of the parties to the transaction 

(Section 9). The term of "note" in Article 3 of the 

UCC is expanded to include "transferable 

recordings" under Utah law, however electronic 

notes must be kept as the sole proof of the 

responsibilities and rights included in the note. In 

Utah's law, Section 4, contracts made with computer 

programs or other electronic agents are treated as 

valid. Particularly helpful for negotiators who have 

begun to adopt and employ artificial intelligence and 

robotics technology in the course of negotiations 

(Temte, 2019; Deebak & Fadi, 2021; Roudini et al., 

2020; Gavidia et al., 2023; Kalantari et al., 2022; 

Abbasi et al., 2023; Dehghan and Naghibi Iravani, 

2022; Dehghani and Larijani, 2023; Amiri et al., 

2023; Malmir et al., 2023) are these provisions of the 

law. 

 

It appears clear, based on the application of legal 

principles related to electronic transactions, that 

smart contracts do not require a distinct body of new 

laws or regulations; rather, existing legal principles 

will be adapted and, perhaps, modified through 

regulation or the judiciary, to precisely respond to the 

legal requirements of smart contracts and the 

corresponding technological advances. There are 

new technologies on the horizon, albeit there will 

probably be a significant lag time between 

widespread use of these innovations and any 

necessary legal changes. Legal criteria relating to the 

conclusion of the contract, such as showing the 

existence of mutual consent of the parties regarding 

the terms contained in the contract, must be met for 

smart contracts to be declared valid. To do so, a 

button can be provided with a declaration of 

agreement with the contractual conditions and a link 

to the terms written in plain English. The terms of the 

contract must be stored securely, so that they cannot 

be altered without the consent of all parties involved 

in the transaction. Computer-generated contracts. 

Also, they need to follow federal and state 

regulations concerning electronic transactions, such 

as Utah's E-SIGN Act (Rikken et al., 2019; Roszko-

Wójtowicz & Grzelak, 2021; Rowland, 2022; Rozas 

et al., 2021). 

 

2.4. Evidence and implementation concerns  

To have the same legal force as a standard contract, 

smart contracts need to be in accordance with 

applicable federal and state regulations. In particular, 

difficulties with proof, the enforceability of defense-

depriving conditions, jurisdiction, and the choice of 

governing law (Rymarczyk, 2020; Shan et al., 2021) 

can delay the effectiveness of such contracts. Given 

that the whole point of a smart contract is that it 

executes itself and does away with the need for 

human intervention, these implementation issues 

have the potential to lessen the benefits of smart 

contracts. Although smart contracts have the 

advantage of self-execution and electronic execution 

of contract requirements, human participation is still 

required to resolve legal disputes (Sifah et al., 2020). 

To resolve conflicts arising from electronic contracts, 

it has been calculated and implemented. Given that a 

smart contract is a piece of code, it is possible that 

there will be unique challenges in proving a claim 

under the contract. As it is highly improbable that the 

court will have the expertise to review the code 

directly, the code must be written in natural language 

for evaluation as part of the litigation. Predictable 

resolution of this issue is possible through the 

creation and maintenance of a code translation into 

plain language that can be updated whenever the 

smart contract terms are modified. The creators of 

this tech will find this a simple assignment. Reason 

being, they will help the parties reach an 

understanding by providing a more conversational 

take on the formal language of the contract. In 

addition, the security mechanisms must be proven to 

be adequate to preserve the code in the agreed state, 

which requires more knowledge and experience in 

smart contract technology (Singh & Chopra, 2020; 

Sinha & Roy Chowdhury, 2021). 

 

The settlement of external disputes of smart contracts 

creates concerns with the enforceability of defense-

depriving conditions, in addition to the evidentiary 

issues. These concerns with smart contracts may be 

settled by applying preexisting legal standards. 

Estimates, for instance, are not allowed to deviate 

more than is shown in conventional contracts after 

the elimination of limitations (Sinha & Roy 

Chowdhury, 2021; Sotoudehnia, 2021). This could 

make it more difficult to keep track of who gave 

what consent and when, which could lead to 

technological difficulties in completing transactions. 

It is highly doubtful that the current political and 
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regulatory climate will result in the adoption of new 

legal standards for smart contracts, therefore the 

same standards that apply to paper contracts will 

likely be applied to smart contracts involving 

consumers and businesses (Sun et al., 2016; Viano et 

al., 2022). Last but not least, the execution of smart 

contracts on distributed ledgers like blockchain raises 

certain legal questions. When disagreements arise, 

for instance, what part does the letterhead that was 

sent out have in mediating the situation? As a 

blockchain-based system is anonymous, determining 

who was involved in a transaction is a grey area that 

may lead to more complications in the event of a 

dispute. In addition, the blockchain platform operator 

must be traceable and must have the financial 

wherewithal to be a party to the contract in the event 

of a disagreement. Alternately, the operator's or a 

third party's identification can be used to provide an 

appropriate forum for external conflict resolution 

(Wallace & Lăzăroiu, 2021; Watson, 2022). 

 

When developing the platform, the platform operator 

may include (particular) legal provisions in the terms 

of service for the platform and all associated smart 

contracts. The legislation that will apply to any 

disputes that may arise out of a smart contract and 

the location where those disputes will be resolved 

must be made explicitly apparent. Participants can 

enter into traditional contracts at the time of 

constructing the platform by consenting to the legal 

provisions of the parties, including dispute 

resolution, governing legislation, and jurisdiction. 

Several of the proof-of-claims problems outlined 

above, including the "venue" of the platform and 

transactions, will play a role in determining the 

governing law and competent jurisdiction in the 

absence of an express agreement. Larger, more 

complicated transactions are less likely to benefit 

from post-contractual resolution of such matters 

(owing to their high sensitivity), (Wong et al., 2022; 

Yakymova et al., 2022). Four and Two-Half 

Difficulties in Countering Financial Crime. 

 

Compliance with anti-terrorism and money-

laundering regulations is another area where smart 

contracts may bring unique difficulties. Laws like 

these typically make it illegal to report "suspect 

conduct" to authorities or transfer money to regulated 

persons, as well as requiring anyone involved in 

financial transactions to know and authenticate the 

identities of traders. Users of smart contracts may 

need to implement controls to ensure compliance 

with these regulations, such as authenticating users 

and preventing fraudulent transfers and purchases by 

integrating with other Systems to automatically 

update lists of forbidden transactions, (Zachariadis et 

al., 2019; Chatterjee et al., 2019). 

 

2.5. Legal ethics 

A wide range of professional obligations, including 

the commission of unlawful conduct, could be 

addressed in smart contracts. Lawyers are forbidden 

from engaging in unlicensed practice of law under 

professional standards. If you're not a lawyer and you 

want to split your legal expenses with a non-lawyer 

or form a business partnership with one, you could 

face criminal charges in various US jurisdictions. In 

addition to being against the rules of legal ethics, 

breaking the law is illegal in the majority of states. In 

the legal field, one engages in a variety of activities, 

such as the creation of legal documents, the 

rendering of legal opinions, and the provision of 

legal services or guidance (Ramachandran & 

Kantarcioglu, 2017, Sekhar et al., 2019). While 

lawyers are permitted by law to use the services of 

others to aid them in their practice, they are 

nonetheless held to the highest standards of 

professional responsibility for all work product. The 

application of smart contract technology, in which 

the contract exists as computer code, which is then 

treated as a legal contract, may be complicated by 

these rules (Drummer & Neumann, 2020; Sultana et 

al., 2020). A lawyer working on such a project will 

collaborate with computer scientists to verify that the 

code properly captures legal words and other nuances 

of natural language. This activity, such as creating 

legal terms and conditions, can be very useful in the 

competitive online electronic market. Large-scale 

agreements may make use of smart contracts since 

they are able to deal with complex issues involving 

multiple parties with specialized knowledge, such 

major banks and other financial traders. A consultant 

will function as a representative for both parties to 

the transaction, and this consultant will need to be 

familiar with smart contract technology. Finally, the 

lawyer must check that the provisions of the contract 

are fixed in computer code and will remain secure 

and unchanged for the duration of the agreement 

(Ariyarathna et al., 2019; Kongmanee et al., 2019). 

 

3. RESEARCH METHODOLOGY 

The research methodology for this study involved the 

use of two techniques: The Delphi method and 

Stepwise Weight Assessment Ratio Analysis 

(SWARA). The Delphi method was used to identify 

critical success factors for applying blockchain 

transactions in a manufacturing company. This 

technique involves a group of experts answering 

questionnaires, with the responses being analyzed 

and fed back to the participants. The process is 

repeated until a consensus is reached. Following the 

Delphi method, SWARA was used to determine the 

most influential factors among the identified success 

factors. SWARA is a multi-criteria decision-making 

technique that ranks alternatives based on their 

weight and importance. The process involves several 

steps, including defining criteria, weighting them, 

normalizing weights, determining weighted values, 

and calculating the final score for each alternative. 

The proposed methodology was then implemented, 

and data were collected through a structured 

questionnaire distributed to a panel of industry 
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experts. The survey was designed to elicit responses 

on various factors affecting the successful 

implementation of smart contracts in a 

manufacturing company. The results of the survey 

were analyzed using the Delphi and SWARA 

methods to identify the most influential factors for 

the successful application of blockchain transactions 

as smart contracts in a manufacturing company. The 

final outcome of the research was a list of critical 

success factors, ranked according to their 

importance, which can contribute to the development 

of a legal framework for smart contracts in a 

manufacturing company. By utilizing these critical 

success factors, businesses can increase the 

likelihood of successfully implementing blockchain 

transactions as smart contracts in the manufacturing 

industry. 

 

3.1. Stepwise Weight Assessment Ratio Analysis 

(SWARA) method 

The SWARA approach uses a comparison to 

establish how important various factors are, while 

calculating SWARA, methods are prioritized 

according to their relative impact. 

Step 1: A point value is assigned to each criterion. 

Rankings are shown as Relative Value Averages or 

  .  

Step 2: Coefficient   can be computed as follows: 

   {
     

           (1) 

Step 3: importance indicators of     calculate as 

follows: 

   {
     

    

  
      (2) 

Step 4: Following is the formula used to determine 

criterion weights:: 

   
  

∑   
 
   

                 (3) 

The relative weight of criterion j will be illustrated as 

    

Hashemkhani Zolfani develops an enlargement of the 

SWARA approach (2018). They determine    values 

using this novel technique. Expert interview data and 

the average of (  ̅) are used to calculate the following 

equation. 

  ̅=
∑    
 
   

 
                          (4) 

    reflect the order in which the attributes j and k 

were answered and r show the total number of 

responses. Following this, the equation below can be 

used to determine the relative importance of the traits 

revealed by q j. 

  =
  ̅

∑   
 
   

                                          (5) 

The total weights of    are an equal one. The 

variation of values are obtained by 

   
 

   
∑       

     ̅ 
                      (6) 

   
 

  ̅
                               (7) 

Then, we may use an equation to derive W's value... 

W indicates the consistency between the opinions of 

specialists and hence symbolizes the credibility of 

the data. 

W=
   

          ∑   
 
   

,  W [   ],                 (8) 

S is the sum of the squared deviations of the 

attributes and n is the number of experts; T k is the 

index of the number of times k ranks in r. A measure 

of attribute ranking dispersion is calculated: 

S=∑ [∑     
 

 
∑ ∑    ]

  
   

 
   

 
   

 
                  (9) 

3.2. Delphi method    

The Delphi technique surveys the views of unnamed 

experts and attaches them to a strict timetable in the 

form of written, argumentative, and reactive 

arrangements. With the use of in-depth observation 

and a lack of direct interaction, this technique claims 

to speed up the group's conclusion-drawing process. 

The strategy for systematic for a range of choices on 

a specific theme flowing intended sequential 

intervals, a buffet with snippets of facts and critique 

of opinions that flow from earlier replies (Delbecq et 

al. 1975; Osborne et al. 2003). Whilst the Delphi 

technique is regularly scheduled to help offer expert 

thoughts, it is rumored to be time-consuming, costly, 

and still leaves room for some vagueness and 

nebulousness in the responses of the specialists 

polled (Chang et al. 2000). The Delphi technique, 

which was endorsed by Murry and Hammons (1995), 

provides a recap of 10–30 expert estimates for the 

array. 

 

The Delphi technique is being looked at as a possible 

means of expert-driven CSF customization (Brady, 

S. R. 2015). The CSFs will be used to design the 

questionnaire, and the experts' feedback will be 

collected using Likert-type scales (Strand et al. 

2017). For instance, when experts using a 5-point 

Likert-scale, if the mean score is below 4, all but two 

of the ensuing CSFs are deemed unnecessary. It is 

recommended to use between 5 and 15 specialists for 

this survey technique, data miners' information 

consists in table 1: 

 

Table1: Survey-based data mining information 

Expert Education Experience 

Expert.1 Ph.D. 10 

Expert.2 MASTER. 11 

Expert.3 Ph.D. 14 

Expert.4 Ph.D. 22 

Expert.5 MASTER 9 

Expert.6 MASTER 12 

Expert.7 Ph.D. 8 
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3.3. Critical Successful Factors 

Twenty-six cerebrospinal fluids (CSFs) were 

effectively collected in this investigation based on a 

previous one. Next, we used the Delphi technique to 

tailor these CSFs to our needs. The formula for 

determining individual CSFs is displayed in Table 

No. 2. 

Table 2: Calculating individual CSFs 

No. criteria code 

1 Manufacturing Plants PF 

2 Purpose of Quality Management QMI 

3 System Outcome Quality QSO 

4 Claims CL 

5 Enhancement of Quality QI 

6 Delivery De 

7 The Counter Argument RC 

8 Prompt shipping OD 

9 In charge: administration and structure MO 

10 Management of an Organization OC 

11 Strategic plans BP 

12 Conversations with Clients CC 

13 A Check From Inside IA 

14 Management of information  DA 

15 Vision CO 

16 Stability in the bank account FL 

17 In a Healthy Way Environment VIS 

18 Mechanics of Coordination FOP 

19 Connections with government entities HSE 

20 Subcontractors The Guarantee of Quality ENC 

21 Turnover RPA 

22 Components for Building SQA 

23 Strategies for Subcontractors TNO 

24 The Proposal's Potential Social Effects COR 

25 Cost SUS 

26 Dependability Constant SIP 

27 adaptability COS 

 

4. FINDING 

The Delphi technique takes into account the input of 

unnamed subject matter experts and attaches their 

opinions to the predetermined timetable of written 

arguments and responses. As face-to-face discussions 

have disadvantages, the Delphi method posits that 

professionals draw conclusions through observation 

of alternative views. The foundation of this research 

strategy is the continuous and gradual incorporation 

of participant feedback. Every step along the way, 

the expert's fresh perspective will inform an attempt 

to refine the earlier findings. Delbecq et al. (1975) 

and Osborne et al. (2003) both support this. The 

Delphi technique is useful for incorporating 

professional suggestions into a project in a well-

organized fashion; nevertheless, it is time-

consuming, expensive, and fraught with ambiguity; 

and there are counterarguments to be found in the 

experts' opinions (Chang et al., 2000; Anbari et al., 

2020a; Anbari et al., 2020b). The Delphi method, 

endorsed by Murry and Hammons (1995), 

synthesizes the range of 10–30 from the experts' 

estimates. 

 

The method has been seen as a tool for tailoring 

CSFs in light of specialist feedback (Brady, S. R., 

2015). In light of these CSFs, a questionnaire would 

be developed for experts to express their views on a 

predetermined Likert scale (Strand et al., 2017). By 

way of illustration, if the experts' average rating on a 

5-point Likert scale is below 4, the ensuing CSFs 

will be discarded. Specifically, the research indicates 

Table 3: The findings of four CSFs 

Code Expert 1 Expert 2 Expert 3 Expert 4 Expert 5 Expert 6 Expert 7 Average Accept/Reject 

PF 4 3 4 4 1 3 5 3.428571 Accept 

QMI 5 4 3 5 4 3 2 3.714286 Accept 

QSO 1 4 4 1 1 3 1 2.142857 Accept 

CL 1 5 2 3 3 5 5 3.428571 Accept 

QI 4 1 5 2 1 5 3 3 Accept 

De 5 5 3 4 5 3 3 4 Accept 

RC 1 4 3 4 5 1 3 3 Accept 

OD 3 2 3 3 5 5 1 3.142857 Accept 

MO 1 3 1 2 2 4 1 2 Reject 

OC 5 5 5 5 5 3 3 4.428571 Reject 

BP 2 5 4 1 1 3 1 2.428571 Reject 

CC 3 2 2 3 2 4 1 2.428571 Accept 

IA 4 3 4 2 5 5 2 3.571429 Accept 

DA 3 3 1 5 5 4 4 3.571429 Reject 

CO 5 4 2 3 4 1 1 2.857143 Accept 

FL 1 2 3 3 2 4 3 2.571429 Accept 

VIS 5 3 3 2 1 4 5 3.285714 Accept 

FOP 2 4 3 2 4 2 1 2.571429 Accept 

HSE 2 3 1 4 3 2 1 2.285714 Accept 

ENC 4 5 1 2 2 1 3 2.571429 Accept 

RPA 1 2 2 3 4 1 5 2.571429 Accept 

SQA 5 1 1 3 4 3 4 3 Accept 

TNO 1 5 2 4 1 5 3 3 Accept 

COR 5 4 1 1 4 2 1 2.571429 Accept 

SUS 4 5 4 1 4 5 1 3.428571 Accept 

SIP 3 3 2 5 1 1 2 2.428571 Accept 

COS 2 2 1 5 3 5 1 2.714286 Accept 
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that between five and fifteen technique experts are 

required. 

 

According to the findings, four of the CSFs (new 

technology, modularization of manufacturing, 

product definition, product competency, and product 

presentation within the particular period) were 

deemed unnecessary by the experts, in table 3: 

 

After screening CSFs, first primary weights are 

obtained based on the SWARA method, 

demonstrated in Table 4.  

5. CONCLUSION  
In conclusion, the development of smart contracts 

has been made possible by the rise of digital currency 

and blockchain technology. These contracts offer 

several benefits, including the ability to execute 

automatically, provide public visibility of contract 

provisions, prevent financial crimes, and avoid 

contract abuses. However, enforcing smart contracts 

presents unique challenges that require human 

intervention, such as evidentiary issues, 

enforceability of waivers of defenses, and 

jurisdictional and choice-of-law considerations. The 

lack of standardized regulations poses a significant 

challenge for their widespread adoption, with 

countries relying on customary law to legitimize their 

use. The Delphi method and SWARA were used in 

this study to identify critical success factors for 

applying blockchain transactions as smart contracts 

in a manufacturing company. Results show that 

turnover, the counter argument, vision, components 

for building, and system outcome quality are the 

most influential factors for successful 

implementation. Conversely, connections with 

government entities and subcontractors, and the 

guarantee of quality have the least influence. These 

findings can contribute to the development of a legal 

framework for smart contracts in a manufacturing 

company. Overall, further research is needed to 

address the challenges associated with the 

enforcement of smart contracts and to establish a 

regulatory framework that can provide clarity and 

security for users. With continued advancements in 

technology and regulation, smart contracts have the 

potential to transform various industries, including 

manufacturing. 
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